**关于网站和系统域名年检流程中**

**《网络安全及信息发布保密承诺书》要求的应急措施的说明**

1. 这是公安、网信等部门的要求，发生重大网络安全事件后必须3分钟内采取关停措施。

2. 重大网络安全事件包含如下常见的几种情况：网页被篡改、数据被非法获取、发现高危安全漏洞、发布违法或涉密信息、被上级部门通报等。

3. 具体要求：

①已经迁移到站群平台的网站，日常内容监控由业务部门负责，发生安全事件后应立即联系信息化处进行关闭处置；

②不在站群的网站和系统（包含VM虚拟机、自有服务器），因为操作系统帐户密码由业务部门自行保管，因此日常内容监控和应急安全处置都由业务部门相关域名申请人负责。处置措施：远程登录服务器后，关闭网络服务或关机。

请仔细阅读悉知后签字。

 申请人（签字）：

 年 月 日

网站维护人（签字）：

年 月 日